Social Media Safety Tips

- Check your privacy settings monthly to ensure full protection
- Never let someone you don't know convince you to move your conversation to a second app
- Remember, someone could always be screen-recording live conversations

- Many apps use geo-location to match users, make sure location settings are turned OFF
- Remember age and identity are easily faked
- Photos are often sold to exploitive sites and made public forever
- Always let someone know if someone makes you uncomfortable online

- Have a living room charging station to keep your family safe from predators that target late-night users
- Remember, younger children should have little to no access to apps that allow live streaming or communication from strangers
- Pay attention to identifying information in the background of your photos and videos. Make sure to check them before you post!